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Applicability  
1 Section 305.4 applies to:  

(a) a market participant; and  

(b) the ISO.  

Requirements 
ISO Responsibilities 

2(1) The ISO must schedule to prevent a threat to system security. 

(2) The ISO may schedule out of the merit order to prevent a threat to system security. 

(3) The ISO must issue dispatches in a manner to prevent a threat to system security. 

(4) The ISO may issue dispatches out of the merit order to prevent a threat to system security or to 
return the interconnected electric system to a safe and reliable state. 

(5) The ISO must issue directives to prevent a threat to system security or to return the 
interconnected electric system to a safe and reliable state. 

(6) The ISO must, when there is a system emergency, use reasonable efforts to promptly notify: 

(a) affected legal owners of a transmission facility; and 

(b) all pool participants. 

Market Participant Responsibilities 
3 A market participant must use reasonable efforts to promptly notify the ISO upon becoming aware 
of any circumstance with respect to its facilities that could be expected to adversely affect system 
security or the interconnected electric system’s ability to deliver energy. 

Revision History 

Date Description 

2023-03-31 Updated to align with current AESO drafting principles. 

2020-09-16 Un-bold “system emergency”. 

2012-10-31 Initial release 
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